


ICAP Client 
Offload Resources

Advanced threat protection solution for defending IBM i
IFS files against malware.



Virus Scan Load

We all know that scan of AV consumes high amount of CPU. AV has to 
compare each position of the file to see if it starts with one of the millions 
signatures. 

This takes time…

Raz-Lee Security has enhanced iSecurity Antivirus with the addition of 
the ICAP Client. Virus scans tend to be CPU-intensive because they scan 
millions of possible virus signatures. 

ICAP SERVERS

IBM i Server

with AV ICAP CLIENT



iSecurity Antivirus Insights

iSecurity Antivirus scans all files, offers 
comprehensive virus detection and 
prevents your IBM i from becoming an 
infection source.

Our Solution:

✓ Raz-Lee’s iSecurity Antivirus software 
cannot be disabled by any known virus.

✓ Runs Local at the IBM i server or on ICAP 
Client.

✓ Based on ClamAV Engine Developed by 
Cisco and Distributed as part of AIX 
package on IBM.



Let’s see our 
Product in Action!

The best way to see how it works is a demo with 
iSecurity Antivirus ICAP Client running on a real 
environment.



Antivirus in Action (Native Interface)



Installation Screen (GUI)



Activation Screen (GUI)



Advantages on 
our Solution

iSecurity Antivirus ICAP Client outsources CPU-intensive 
tasks to external servers. 



Why to choose iSecurity Antivirus?

• A database of over eight million virus 
signatures.

• Signatures are continually updated.

• Recent, leading-edge technologies.

• Improved scanning based on up-to-date 
algorithms.

• Significantly faster scanning of PDF, ZIP and 
other file types. 

• Reduced load time of the signatures.

• Only New Scanning.

• On-Access Scanning.

• On-Demand Scanning.

• Scheduled Scanning.

• Cannot be disabled by any known virus 
keeping the server protected without 
interruption.

• API enables scanning at will of a single file.

• ICAP – Client / Server Technology.

ClamAV engine implementation brings iSecurity implementation brings



Why to choose Antivirus with ICAP Client?

✓ When the ICAP Client is enabled, iSecurity Antivirus can hand off 
virus scanning to an inexpensive external server.

✓ ICAP client reduces CPU usage and CPU peaks while enabling an 
organization to use the virus scanning solution of its choice.

✓ The portion of the IBM i CPU that would have been used for virus 
scanning becomes available for other purposes.

✓ The organizational antivirus server can run virtually any antivirus 
that exists in the market, including Symantec, McAfee, Kaspersky, 
and Sophos.



Based on ClamAV

✓ iSecurity Antivirus uses ClamAV for scanning malware

✓ ClamAV is owned by Cisco

✓ Open-source, Cross-platform

✓ Considered as One of the Five best antiviruses



iSecurity Antivirus Advantages

Organizations that have multiple LPARs especially if those have 
little core slices, can use this to offload the scan performance 
burden (5-8 million signatures) to an external ICAP server.

✓ ICAP outsources CPU-intensive tasks to external servers. 

✓ As a result the performance impact on the IBM i is lessened.

✓ With ICAP – Any antivirus can be used.

✓ Most suitable for Multiple LPAR Organizations



Contact us About 
our Products

Sales Representatives

sales@razlee.com

Visit Our Website

www.razlee.com

mailto:sales@razlee.com
http://www.razlee.com/
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